TRADE FINANCE — A GUIDE

E-GUARANTEE

VALIDATION OF ELECTRONIC SIGNATURE

P SIGNATURES CORRECTNESS CHECK

1. Open the file with Bank Millennium’s e-guarantee in Adobe Reader. To validate the signature click on the Signature Panel button.
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2. Select the command Validate Al
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3. Now a message confirming validation of all signatures will appear — click OK button.
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4. A message that validation of all signatures has been completed will appear — click OK button.

Acrobat Reader

'/6\' Completed validating all signatures.
A " 4

[[]Do not show this message again

oK




5. Now information about the company which signed the e-guarantee document will be displayed. This will be the name and surname of a Bank's employee authorised
to sign e-guarantees and the name Bank Millennium SA.The e-guarantee document shall be signed by two authorised representatives of the Bank. Signature details,
including certificate validity and serial number; shall be displayed after the Certificate Details command has been selected.
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6. To check if the e-guarantee document is genuine you must additionally verify if certificates used for signing the e-guarantee are correct and valid (as of the day
of signing the e-guarantee). Compare the certificate serial number in the Details bookmark with the certificate serial number shown on the list of the Bank's
representatives authorised to sign e-guarantees, available on Bank Millennium’s website.
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This dialog allows you to view the details of a certificate and its entire issuance chain. The details correspond to
the selected entry.
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P UPDATE OF CERTIFICATE

If Adobe Reader informs you about problems with validation of the signature
or certificates used in the validation process, update certificates from the
Adobe server. In such a situation follow the instructions displayed by the

Trusted Certificates Update X

Trusted Certificates, which improve your experience with

h i he e- : y
system when opening the e-guarantee document g,] signed documents, are available for download

Would you like to install them?

M In the future install automatically

Help | oK Cancel 1\

or follow these instructions:

I.In the upper menu click on Edit and then select Preferences.
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2. The Preferences window will appear: Select Trust Manager from the Categories table.
3. Next click on Update Now button in the Automatic European Union Trusted Lists (EUTL) updates section.
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4. Now the Trusted Certificates Update window will appear — click OK button.
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5. An update successful message will be displayed — click OK button.
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@ Security settings have been successfully updated.
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6. Now close the Preferences window and validate signatures again in the Signature Panel.

NOTE!
In case of failure do not add such a certificate manually to the trusted certificates, even if the issuer suggests this solution to the problem.
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