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I. Electronic signature – introduction  

 

Dear Sirs, 

PKI (Public Key Infrastructure) electronic signature is a modern, secure and 
convenient way of authorising transactions, developed for Customers who use the Bank 
Millennium online banking system - Millenet for Companies.  

  

This manual will take you through all the steps of installing the e - signature suite 
and using the electronic signature. With the manual you will install essential components of 
the suite and authorise selected transactions with the electronic signature. You will also 
find a short list of tips to make practical use of the e-signature tool quite easy. 

 

 

II. Components of the e-signature suite 

 

Essential components of the e-signature installation suite: 

 

� Bank Millennium chipcard   

� Chipcard reader  

� DVD with essential software for the reader and card 

� Envelope containing PIN and PUK numbers for the chipcard 

 

 

III. Installing the electronic signature suite 
 

If you have received the e-signature suite with components for using the electronic 
signature, together with an envelope containing the PIN and PUK numbers for the chipcard, 
you can start installing the essential components to use the electronic signature. 
 
 
 

            Follow the steps below: 
 
 

 
Make sure that you have administrator status in the computer where you 
want to install the components essential to use the electronic signature. 
 

 

 

 

 
 
Insert the DVD (enclosed with the suite) in the CD drive of your computer. 
The CD should start automatically. 

 
 
 
 
 
 



Millenet for Corporate e-signature 3

The screen will display the start page e – signature Installation with four software 
components, which are essential to support the reader and chipcards: 

 

• EEZZUUSSBB  ––  rreeaaddeerr  ddrriivveerr 

••  AAccttiivvCClliieenntt  ssyysstteemm  

••  CChhiippccaarrdd  iinnssttaallllaattiioonn  

• JJaavvaa 

 

 
Install all software components. Connect the card reader to a USB port in 
your computer. 

 

 

Appropriate screens will inform you about installation progress. In order to successfully 
install the software follow the instructions displayed. 

 

 
 
After installing the software you can go on to activate the electronic signature in the 
Millenet for Corporate system. 
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IV. Activating electronic signature in the system 
 
 
The electronic signature suite will be ready for use once the card and reader software has 
been installed. Users can login in to the Millenet for Corporate system at 
www.bankmillennium.pl. 

 

� To log in to Millenet for Corporate state your MMiilllleekkoodd, LLooggiinn and PPaasssswwoorrdd. 

 

� After logging in select one of the following from the Main Menu: Administration – 
Authorization tool management – E - signature initialization. 

 

 

 
Make sure the reader is connected to the computer and the chipcard has been correctly 
inserted into the reader – click NNeexxtt. 
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� The system will begin activating the Certificate.  

 

� On the next screen enter the Certificate name. The Certificate name is any 
sequence of characters (max. 40), under which it will be saved in the system. The 
Certificate name will appear whenever you authorise a transaction with the 
electronic signature. 

 

If information displayed on the screen is consistent with the Chipcard Receipt 
Protocol please click on SSttaarrtt  AAccttiivvaattiioonn.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 

CChheecckk  ccoonnssiisstteennccyy  ooff  ddaattaa  iinn  tthhee  ssyysstteemm  wwiitthh  tthhee  ccaarrdd  rreecceeiipptt  
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� After starting activation of the Certificate the system will ask you to enter 
the PIN number, which is in the envelope, supplied together with the card 
and the reader. Remember it because it will be required to confirm 
transactions ordered in Millenet for Corporate. After entering the PIN number 
please select OOKK. 

 

 
 

� Successful activation of the Certificate will be confirmed with a relevant 
message: 

 

 
 
 

TToo  ccoommpplleettee  aaccttiivvaattiioonn  ooff  tthhee  eelleeccttrroonniicc  cceerrttiiff iiccaattee  ccaall ll   tthhee  BBaannkk  

MMiill lleennnniiuumm  HHeellppDDeesskk  aatt::   880011  663322  663322  oorr  2222  559988  4400  3311..  

  

  

The Certificate thus generated will be valid for 2 years from the day of its 
activation. 

 

Note!  

Remember not to keep your PIN and PUK numbers together with the chipcard. This may 
enable unauthorised persons to have access to your account if the card is lost or stolen. 
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V. Example of transaction authorisation with the electronic signature 
 

When activation of the electronic signature is successful you will be able to 
authorise a transaction with the new tool. The best example of a situation, which 
requires the electronic signature, is authorisation of a domestic transfer. 

 

• Select the option Payments – Domestic.  

• Enter the account number (account in Bank Millennium S.A. – last 10 digits; 
account in another bank – full account number). 

• Fill-in other essential data. 

• Select: Authorize and Send, and then confirm with OOKK. 

 

 

• The next screen will display the transfer details. Please check the entered data 
and then confirm with OOKK or select BBaacckk to correct. 

 

• Information will be presented again, containing data to be authorised with the 
electronic signature. After checking the data please confirm with the button 

AAuutthhoorriizzee  or select BBaacckk to edit the data. 
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••••    The system will ask you to enter the PIN. The screen will show information 
about the active Certificate. Please type the PIN and confirm with OOKK.  
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••••    After entering the correct PIN and confirming the transaction, the order will be 
sending for execution.  

 

Note!  

Entering a wrong PIN six consecutive times will block the card. To unblock the card enter 
the PUK number (from the envelope) and enter a new PIN twice.  

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
All information about the electronic signature is available at www.bankmillennium.pl in the 
Electronic Banking / Millenet for Companies.  
 
 
If you have any questions please contact the Bank by calling 801 632 632 or +48 22 598 40 31. 

 


